
Adobe Security Updates  
 

Adobe has issued updates to address vulnerabilities affecting some of the 

products that could be exploited by remote attacker thereby enabling the 

attacker to gain full access to an affected system. 
 

Affected Products 

Adobe PhoneGap Push Plugin, Adobe Digital Editions, Adobe InDesign, 

Adobe Experience Manager, and Adobe Flash Manager.  
 

CERRT.NG encourages the following Adobe Security Advisories should be 
reviewed and the necessary updates should be applied: 
 

Adobe PhoneGap Push Plugin 

https://helpx.adobe.com/security/products/phonegap/apsb18-15.html ],  
 

Adobe Digital Editions  

https://helpx.adobe.com/security/products/Digital-Editions/apsb18-13.html ],  
 

Adobe InDesign  

https://helpx.adobe.com/security/products/indesign/apsb18-11.html ],  
 

Adobe Experience Manager 

https://helpx.adobe.com/security/products/experience-manager/apsb18-

10.html and  
 

Adobe Flash Player  

https://helpx.adobe.com/security/products/flash-player/apsb18-08.html ],  

 


